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l. INTRODUCTION

The U.S. Computer Fraud and Abuse Act (CFAA)! is not a popular law.?
Enacted in 1986 to deal with the nascent computer crimes of that era, it has
aged badly. It has been widely criticized as vague, poorly structured, and
having an overly broad definition of loss that invites prosecutorial abuse.®

1 18 U.S.C. § 1030 (2018).

2 See, e.g., Grant Burningham, The Most Hated Law on the Internet and Its Many
Problems, NEwsweek (Apr. 16, 2016), http://www.newsweek.com/most-hated-law-internet-
and-its-many-problems-cfaa-448567 [http://perma.cc/SW7Y-YU2Q] (describing criticisms
of the CFAA by defense attorneys and security researchers); Brian Feldman, Our Legal System
Has No Idea How to Handle Computer Crimes, N.Y. MAGAzINE (Apr. 14, 2016),
http://nymag.com/selectall/2016/04/matthew-keys-sentencing-computer-crimes.html [http://
perma.cc/WTB4-2UQT] (describing the CFAA as “lagging 30 years behind” technology and
“pos[ing] a danger to anyone who touches a computer”); Molly Sauter, Online Activism and
Why the Computer Fraud and Abuse Act Must Die, BOING BoING (Sept. 26, 2014),
https://boingboing.net/2014/09/26/fuckthecfaa.html [http://perma.cc/YZ33-GQ6A] (arguing
that the CFAA criminalizes online activism).

3 See, e.g., Jennifer S. Granick, Faking It: Calculating Loss in Computer Crime
Sentencing, 2 1/S: J. L. & PoL’Y INFo. Soc’y 207 (2006); Orin S. Kerr, Vagueness Challenges
to the Computer Fraud and Abuse Act, 94 MINN. L. Rev. 1561, 1561 (2010); Orin S. Kerr,
Cybercrime’s Scope: Interpreting “Access” and “Authorization” in Computer Misuse
Statutes, 78 N.Y.U. L. Rev. 1596, 1616 (2003). See generally Paul J. Larkin, Jr., United States
v. Nosal: Rebooting the Computer Fraud and Abuse Act, 8 SETON HALL CIR. REv. 257 (2012)
(writing that “neither the text of the [CFAA] nor the litigation conducted to date draws a clear
line separating lawful from unlawful conduct”); Andrea M. Matwyshyn, The Law of the Zebra,
28 BERKELEY TECH. L. J. 155 (2013) (arguing that “courts overzealously sanction defendants
with CFAA penalties in addition to contract remedies™); Vasileios Karagiannopoulos, From
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These criticisms only increased when Aaron Swartz committed suicide in
2013 after he was threatened with up to 35 years in prison for downloading
millions of academic papers from an online database.*

One of the problems with sentencing under the CFAA has received little
attention: a misalignment between the facts that affect sentencing and the
importance of those facts to the seriousness of CFAA crimes. It has been
observed, for example, that CFAA sentences escalate rapidly as (easily
inflated) losses increase.® But this escalation may be rapid not only in an
absolute sense, but in disproportion to other attributes of the crime. Other
factors, such as the offender’s motivation, the context of the crime, its scope,
or the type of data affected, may play a larger role in the seriousness of a
crime.

The purpose of this piece is to explore that potential misalignment
between punishment and perceptions through a series of empirical
experiments that measure public opinions about cybercrime. Experimental
measurement of public opinion has been used to study crime seriousness
since at least the 1960s.6 Criminal law codifies social norms, which manifest
as perceptions that can be empirically measured.” More generally, public
opinion influences policymaking.® Criminal codes “reflect through the state

Morris to Nosal: The History of Exceeding Authorization and the Need for a Change, 30 J.
MARSHALL J. INFO. TECH. & PRIVACY L. 465, 477 (2014) (arguing that the case law provides
a “confusing mix of interpretations” of the CFAA in the employment law context).

4 See, e.g., David Thaw, Criminalizing Hacking Not Dating: Reconstructing the CFAA
Intent Requirement, 103 J. CRIM. L. & CRIMINOLOGY 907, 910 (2013); John Dean, Dealing
With Aaron Swartz in the Nixonian Tradition: Overzealous Overcharging Leads to a Tragic
Result, JusTiA (25 Jan. 2013), https://verdict.justia.com/2013/01/25/dealing-with-aaron-
swartz-in-the-nixonian-tradition [http://perma.cc/2HGS-S49P] (arguing that Swartz killed
himself because the Boston U.S. Attorney’s Office “was planning to forever ruin him over an
apparent act of civil disobedience”); Jennifer Granick, Towards Learning from Losing Aaron
Swartz, CTR. FOR INTERNET & Soc’Y (Jan 4, 2013), http://cyberlaw.stanford.edu/blog/2013/01/
towards-learning-losing-aaron-swartz [http://perma.cc/LU4P-2MG5] (discussing, shortly
after Aaron Swartz’s suicide, his case and the problem of “prosecutorial overreaching”);
Marcia Hoffmann, In the Wake of Aaron Swartz’s Death, Let’s Fix Draconian Computer
Crime Law, EFF (Jan. 14, 2013), https://www.eff.org/deeplinks/2013/01/aaron-swartz-fix-
draconian-computer-crime-law  [http://perma.cc/J2SF-2BWT]  (discussing  “extremely
problematic elements” of the CFAA that made it possible for the government to “throwf[] the
book at Aaron for accessing MIT’s network and downloading scholarly research”).

5 See, e.g., Granick, supra note 3, at 211.

6 See, e.g., Michael O’Connell & Anthony Whelan, Taking Wrongs Seriously, 36 BRIT. J.
CRIMINOLOGY 299, 299 (1996); Part B, infra.

7 See Paul H. Robinson & John M. Darley, The Utility of Desert, 91 Nw. U. L. Rev. 2,
456-58 (1997); Paul H. Robinson et al., The Origins of Shared Intuitions of Justice, 60 VVAND.
L. Rev. 1633, 1635 (2007).

8 See, e.g., Amy L. Anderson et al., Residency Restrictions for Sex Offenders: Public
Opinion on Appropriate Distances, 26 CRIM. JusT. PoL’Y Rev. 262, 263-64 (2015); Eric P.
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legislature’s deliberations and actions some understanding, however dim and
remote, of what ‘the public’ deems appropriate for the crimes in question.”®
Although public perceptions of the criminal justice system are flawed,' these
perceptions influence how crimes are defined, what punishments they carry,
whether those punishments are believed to be fair, and how resources are
allocated to enforcement.

We report on the results of two studies with over 2,600 respondents:
(1) a series of six between-subjects experiments and (2) a factorial vignette
survey experiment. We conducted these two types of studies to take
advantage of the benefits of each methodology. The factorial vignette
methodology has been used to investigate how different factors of a crime
(such as the offender’s race, income, and gender) affect perceptions of that
crime.!! The between-subjects methodology, in contrast, allows us to ask
more questions about each vignette as well as tailor the specifics of each
vignette to increase plausibility.

Our results provide empirical support for arguments that CFAA
sentencing is miscategorized in the federal sentencing guidelines. Although
an attacker’s motivation, the type of data affected, and the amount of loss are
all statistically significant factors in perceived seriousness, the weight placed
on financial loss in sentencing calculations is not reflected in public attitudes.
Another factor in CFAA sentencing—the target of the crime—appears to
have no statistically significant effect on perceptions. In contrast, the most
important factor in ratings of seriousness—the attacker’s motivation—has
much less of an effect on sentencing. These results suggest that CFAA
sentences are indeed out of alignment with the public’s views.

The rest of this piece proceeds as follows. Part 0 provides background
information. In Part 1I.A, we discuss the factors that affect the maximum
sentences under the CFAA and the factors that determine the recommended
sentences under the federal sentencing guidelines; in Part 11.B, we summarize
previous work on crime seriousness. Part Il presents the methodology,

Baumer & Kimberly H. Martin, Social Organization, Collective Sentiment, and Legal
Sanctions in Murder Cases, 119 Am. J. Soc. 131, 132 (2013); Paul Burstein, The Impact of
Public Opinion on Public Policy: A Review and an Agenda, 56 PoL. Res. Q. 29, 29-30 (2003);
Justin T. Pickett et al., Public (Mis)Understanding of Crime Policy: The Effects of Criminal
Justice Experience and Media Reliance, 26 Crim. JusT. PoL’y Rev. 500, 501 (2015).

% Peter H. Rossi et al., Beyond Crime Seriousness: Fitting the Punishment to the Crime, 1
J. QUANTITATIVE CRIMINOLOGY 59, 60 (1985).

10 See generally, e.g., Julian V. Roberts, Public Opinion, Crime, and Criminal Justice, 16
CRIME & JUsT. 99 (1992) (noting that the public has limited knowledge of the criminal justice
system, holds misperceptions about crime rates and other statistics, and may be biased by
sensationalistic news coverage).

11 See infra note 97 and accompanying text.
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model, and results of our between-subjects experiments. Part IV presents our
factorial vignette survey experiment. Part 0 discusses the implications of our
results and concludes.

1. BACKGROUND

A. FACTORS AFFECTING SENTENCING UNDER THE COMPUTER
FRAUD AND ABUSE ACT

As with all non-capital federal crimes, sentencing under the CFAA is
determined by statutory provisions and federal sentencing guidelines. The
statute sets maximum sentences based on the nature of the crime.’> The
sentencing guidelines determine the recommended sentencing range based
on aspects of both the crime and relevant conduct.* The rest of this section
discusses how various factors of a CFAA crime affect maximum and
recommended sentences.

1. Maximum Sentences

The CFAA criminalizes six types of conduct as “computer crime.”** In
general terms, these are (1) obtaining information,® (2) accessing
government computers,’® (3) committing computer fraud,’ (4) causing
damage with or to a computer,®® (5) trafficking in passwords,*® and (6)
extorting money by threatening to obtain information or damage a
computer.?® Table 1 summarizes the CFAA sections and the maximum
sentences for each. As the table shows, the base maximum sentence for most
CFAA crimes is one year except for computer fraud and extortion, which
have maximum sentences of five years for a first offense,?* and accessing

12 See 18 U.S.C. § 1030(c).

13 See U.S. SENTENCING GUIDELINES MANUAL §§ 2B1.1, 2B2.3, 2M3.2, 2X1.1 (U.S.
Sentencing Comm’n 2015).

14 For in-depth discussions of the CFAA, see generally Computer Crime & Intellectual
Prop. Section Crim. Div.,, DeP’T OF JusT.,, PROSECUTING COMPUTER CRIMES,
https://www.justice.gov/sites/default/files/criminal-ccips/legacy/2015/01/14/ccmanual. pdf
[http://perma.cc/8N8N-2FU9]; Kerr, Cybercrime’s Scope, supra note 2.

15 18 U.S.C. § 1030(a)(1)-(2).

16 1d. § 1030(a)(3).

17-1d. § 1030(a)(4).

18 1d. § 1030(a)(5).

19 1d. § 1030(a)(6).

20 |d. § 1030(a)(7).

2L |d. § 1030(c).
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Table 1; CFAA Sections and Maximum Sentences

Section Description Max. Sentence

1030(a)(1) Obtaining national security information 10 (20)

1030(a)(2) Obtaining information 1or5(10)

1030(a)(3) Accessing government computers 1lor5(10)

1030(a)(4) Computer fraud 5 (10)

1030(a)(5)(A) Intentional damage 1, 10, 20, or life (20 or life)
1030(a)(5)(B)  Reckless damage 1lor5(10)

1030(a)(5)(C)  Negligent damage 1(10)

1030(a)(6) Trafficking in passwords 1lor5(10)

1030(a)(7) Computer extortion 5 (10)

Note: Maximum sentences for a second offense are listed in parentheses.

national security information, with a maximum sentence of ten years for a
first offense.??

Two provisions can increase the maximum sentence. The first applies
to CFAA crimes of accessing information, accessing government computers,
or trafficking in passwords. The maximum sentence for any of these offenses
increases to five years if (i) “the offense was committed for purposes of
commercial advantage or private financial gain,” (ii) the offense was
committed “in furtherance of any criminal or tortious act in violation of the
Constitution or laws of the United States or of any State,” or (iii) “the value
of the information obtained exceeds $5000.”2%

The other provision is a two-dimensional scale that increases maximum
sentences for computer damage based on the amount of damage and the level
of intent. Recklessly causing damage carries a maximum sentence of five
years if the conduct led to at least $5,000 in loss, impaired medical treatment,
caused physical injury, posed a threat to public health or safety, damaged any
computer used by the U.S. government “in furtherance of the administration
of justice, national defense, or national security,” or damaged ten or more
computers.?* If the offender intentionally caused any of the forms of damage
listed above, the maximum sentence increases to ten years.?® And if the
offender intentionally caused serious bodily injury or death, the maximum
sentence increases to twenty years or life, respectively.?

If the data obtained in a cybercrime includes “a means of identification
of another person,” the crime can be charged under the identity theft

N

2 1d. § 1030(a).

3 1d. § 1030(a)(2), (c)(2)(B).
4 1d. § 1030(c)(4)(A)(i).

5 1d. § 1030(c)(4)(B)(ii).

6 1d. § 1030(c)(4)(E)—(F).

NN
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statutes.?” A conviction for identity theft carries a maximum sentence of five
years.® Most computer-connected identity theft crimes will also subject the
offender to prosecution under the aggravated identity theft statute, which
adds two years imprisonment to a felony conviction under the CFAA.%

Maximum sentences under the statute thus depend on the facts of a
crime. The maximum sentence can increase based on scope, motive,
consequences, context, and the type of information accessed. Scope refers to
the number of victims. A CFAA crime that damages ten or more computers
has a five-year maximum sentence based on scope.®® Motive is reflected in
an increased maximum sentence of five years for obtaining information for
purposes of commercial advantage or financial gain.3* The consequences of
a CFAA crime can increase sentences through the $5000 loss threshold in
certain subsections® and through maximum sentences that grow longer as
damage increases to include physical injury, serious bodily injury, or death.
By context, we mean the type of organization or computer victimized. The
increase in maximum sentence by five or ten years for damaging government
computers is an example.®* And the type of information matters too:
accessing identifying information such as social security numbers can
increase the maximum sentence to five years or add two years to the imposed
sentence.® If an offender accessed classified national security information,
the maximum sentence for a first offense increases to ten years.

2. Sentencing Guidelines

Although the statute sets maximum sentences, sentence lengths within
those maximums are largely determined by the federal sentencing guidelines.
Promulgated by the United States Sentencing Commission pursuant to the
Sentencing Reform Act of 1984,% the guidelines are intended to “provide
certainty and fairness in meeting the purposes of sentencing, avoiding

27 1d. § 1028(a)(7). The offender must also have acted “with the intent to commit, or to
aid or abet, or in connection with, any unlawful activity that constitutes a violation of Federal
law, or that constitutes a felony under any applicable State or local law.”

28 1d. § 1028(b)(2)(B).

29 1d. § 1028A(a)(1).

30 1d. § 1030(c)(4)(A)(i), (B)(i).

31 1d. § 1030(c)(2)(B).

%2 1d. § 1030(2)(4), (c)(2)(B), (©)(@)(A)W)(1), ()(A)(B)(i).

% 1d. § 1030(c)(@)A)(D)(I1), (©)(@)(B)(D), ()A)(E), ()A)(F).

34 See id. § 1030(a)(5), (c)(@)(A)()(V), ()(4)(B)(i).

35 1d. 88 1028(b)(2)(B), 1028A(a)(1).

3 1d. § 1030(a)(1), (c)(1).

37 Sentencing Reform Act of 1984, Pub. L. 98-473, 98 Stat. 1987 (codified as amended at
18 U.S.C. 88 35113673, 28 U.S.C. §8 991-998).
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unwarranted sentencing disparities among defendants with similar records
who have been found guilty of similar criminal conduct while maintaining
sufficient flexibility to permit individualized sentences when warranted[.]”%®

The sentencing range recommended under the guidelines is a function
of the crime’s offense level and the offender’s criminal history. To find the
sentencing range for a particular conviction, a court determines the offense
level and criminal history category then consults the table reproduced in this
article in Table 7. The offense level and criminal history category intersect
at a sentencing range in months.

The offense level depends primarily on characteristics of the crime
itself, such as the number of victims, amount of loss, and mitigating or
aggravating factors, although offender characteristics can also play a part.
For example, minimum offense levels apply to “career offenders.”® The
criminal history category is based on the offender’s previous convictions and
the length of previous sentences. Someone with no prior offenses has a
criminal history category of 1.

Most CFAA offenses are sentenced under section 2B1.1 of the
guidelines, which covers theft, fraud, and similar economic crimes.*® The
exceptions are (a)(1) (obtaining national security information), which is
sentenced under section 2M3.2, and (a)(3) (accessing government
computers) and (a)(7) (extortion), which are sentenced under section 2B2.3.4
The base offense level for most CFAA crimes is six.* Computer extortion
has a base offense level of eighteen, and unauthorized access to national
security information carries a base offense level of thirty.*

One of the largest factors that can increase an offense level is the amount
of loss caused. Section 2B1.1(b)(1) lists a sliding scale of enhancements
based on the actual or intended loss resulting from the crime. As of the 2016
guidelines, the enhancements range from two levels for a crime with at least
$6,500 in loss to thirty levels for a crime with at least $550 million in loss.**
That increase is roughly equivalent to an additional 8 to 10 years in prison

% 28 U.S.C. §991(b)(1)(B).

39 U.S. SENTENCING GUIDELINES MANUAL § 4B1.1 (U.S. Sentencing Comm’n 2016).

40 1d. app. A (U.S. Sentencing Comm’n 2016) (indexing statutes to sentencing guidelines
sections).

4 4.

42 |d. § 2B1.1. Access to government computers that does not lead to obtaining national
security information has a base offense level of four, see § 2B2.3, but because a two-point
enhancement mirrors the language of 18 U.S.C. § 1030(a)(3) the effective base level is six.

43 1d. 88 2B3.2, 2M3.2.

4 Id. § 2B1.1(b)(1). Section 2B2.3, which applies to access to a government computer,
also uses this loss scale.
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(although maximum sentences may reduce that difference). $550 million
may seem unlikely for a hacking crime, but the CFAA is prone to inflated
loss calculations.®® For example, Aaron Swartz allegedly downloaded
4.8 million articles that cost $19 each to download from JSTOR.*® Had his
case gone to trial, prosecutors might have argued that JSTOR suffered
$90 million in losses.

The guidelines also prescribe harsher sentences for crimes with greater
scope. For example, the 2015 guidelines provide for a two-level
enhancement—roughly a 25% increase in sentence length—for a crime with
ten or more victims or at least one victim who suffered “substantial financial
hardship.”’ If more than five victims suffered substantial financial hardship,
the enhancement is four levels, while more than twenty-five victims suffering
substantial financial hardship triggers a six-point enhancement.*®

The picture that emerges is that the guidelines place tremendous
importance on loss. A crime that caused substantial financial hardship to
twenty-five or more victims receives a six-level enhancement—the same as
$40,000 in losses. But it is complicated. The enhancements for loss and
number of victims are not independent because a computer crime with more
victims may also be more costly.

The type of information obtained is another salient feature in the
calculation. Enhancements include a two-point increase in offense level
(with a minimum offense level of 12) when the crime involved the use or
transfer of an “authentication feature” or “means of identification™® and a

4 See, e.g., Granick, supra note 3, at 214-18 (arguing that “the most easily measurable
type of harm that accrues from a computer attack is both unrelated to the severity of the
intrusion and subject to manipulation by victims”); Orin S. Kerr, Trespass, Not Fraud: The
Need for New Sentencing Guidelines in CFAA Cases, 84 GEo. WASH. L. Rev. 1544, 1556-58
(2016) (noting that losses in CFAA sentencing “are unpredictable and usually outside the
defendant’s control.”).

6 Indictment, United States v. Swartz, No. 1:11-cr-10260 at 9 (D. Mass. July 14, 2011);
Open Access a la Pirate Bay, SCIENCEGUIDE (JuLY 26, 2011), https://www.scienceguide.nl/2
011/07/open-access-a-la-pirate-bay/ [http://perma.cc/AYMX-V7SV] (last visited Dec. 14,
2016).

47 U.S. SENTENCING GUIDELINES MANUAL § 2B1.1(b)(2)(A). “Substantial financial
hardship” includes, among other things, becoming insolvent, filing for bankruptcy, suffering
“substantial loss” of a savings fund, and suffering “substantial harm” to the victim’s ability to
obtain credit. Id. § 2B1.1, cmt.4(F).

48 |d. § 2B1.1()(2)(B)—(C). Prior to the 2015 amendments, there was no requirement for
“substantial financial hardship.” A crime involving 10 or more victims would receive a two-
level enhancement, a crime involving 50 or more victims would receive a four-level
enhancement, and a crime involving at least 250 victims would receive a six-point
enhancement. Id. § 2B1.1(b)(2). The addition of “substantial financial hardship” to the criteria
suggests that the sentencing commission wanted to de-emphasize the effect of scope.

4 |d. § 2B1.1(b)(11).
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separate two-point increase if the offense involved “an intent to obtain
personal information” or “unauthorized public dissemination of personal
information.”® The penalty for accessing national defense information
increases the base offense level from thirty to thirty-five if the information
was classified Top Secret.>!

Enhancements may also be based on the target of a crime (what we refer
to as the “context”). If a CFAA crime involved a system used in critical
infrastructure or “by or for a government entity in furtherance of the
administration of justice, national defense, or national security,” the offense
level increases by two.%? An additional six-point enhancement applies if the
offense caused ““substantial disruption of a critical infrastructure.”®

These are only some of the provisions that can affect the calculation of
offense level. Other adjustments could apply depending on the offender’s
role in the crime,> acceptance of responsibility,> use of a “special skill”*® or
“sophisticated means,”® and motivation.®® Many of these may easily apply
to certain crime patterns. For example, damage to government computers for
political purposes might qualify for enhancement based on “terrorism” as a
motive.*

B. CRIMINOLOGICAL STUDIES OF CRIME SERIOUSNESS

Criminologists have been studying perceptions of crime seriousness for
nearly a hundred years.®® In 1922, Willis Clark asked 100 people to “grade”

50 1d. § 2B1.1(b)(17).

5 1d. §2M3.2.

52 1d. § 2B1.1(b)(18)(i). Section 2B2.3 of the guidelines, applying to trespass, contains a
similar provision.

53 1d. § 2B1.1(b)(18)(iii).

> See id. §§ 3B1.1-3BL.5.

% Seeid. § 3EL.1.

%6 1d. § 3B1.3 (U.S. Sentencing Comm’n 2016). A “special skill” is defined as “a skill not
possessed by members of the general public and usually requiring substantial education,
training or licensing.” Id. § 3B1.3 cmt.4.

57 1d. § 2B1.1(b)(10)(C). Sophisticated means are defined as “especially complex or
especially intricate offense conduct pertaining to the execution or concealment of an offense.”
Id. § 2B1.1 cmt.9(B). Unlike the special-skills enhancement, which applies to all crimes, the
sophisticated-means enhancement applies only to calculations under section 2B1.1.

%8 See id. §§ 3AL.1, 3AL4.

59 See 18 U.S.C. § 2332b(g)(5) (2015); U.S. SENTENCING GUIDELINES MANUAL § 3A1.4.

80 For comprehensive reviews of the crime seriousness literature, see generally Gary
Sweeten, Scaling Criminal Offending, 28 J. QUANTITATIVE CRIMINOLOGY 533, 533 (2012)
(reviewing “a century of research on creating theoretically meaningful and empirically useful
scales of criminal offending”); Stelios Stylianou, Measuring Crime Seriousness Perceptions:
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on a scale from one to ten the seriousness of 148 acts of delinquency
committed by schoolboys.®* Categorizing these acts into different types
(truancy, stealing, “incorrigibility,” “malicious mischief,” etc., up to and
including murder), Clark generated a numerical valuation for the seriousness
of each offense.

Despite Clark’s work and other early efforts,®? Sellin and Wolfgang are
generally credited with the pioneering empirical research.®® They sought to
create a data-based index of delinquency that could be used to evaluate the
effectiveness of efforts to combat juvenile crime.®* Although much of their
work involved measuring and classifying delinquency based on statistics
such as offense rates, they also believed that a measure of delinquency must
account for seriousness.®® They therefore conducted the first rigorous and
comprehensive empirical study of attitudes towards crime by surveying
judges, police, and college students in Philadelphia to come up with rankings
for 141 different offenses.%® Other scholars soon replicated and extended
their work.’

In the half century since then, the study of crime seriousness has
continued to be an active area of criminological research. The threads
developed in that area of research tackle several questions: What is
“seriousness?” What are its components? What are the properties of a useful
seriousness scale? How do people form judgments of seriousness? By what
methodologies can it be measured? Is there a consensus on the seriousness
of crimes? What are the perceptions of crime seriousness?

What Have We Learned and What Else Do We Want to Know, 31 J. CRIM. JusT. 37 (2003)
(reviewing empirical studies of crime seriousness perceptions from 1964 through 2000).

81 Willis W. Clark, CAL. BUREAU OF Juv. REs. BULL. 11, WHITTIER SCALE FOR GRADING
JUVENILE OFFENSES (1922); see also John Henderson Gorsuch, Scale of Seriousness of Crimes,
29 J. CRIM. L. & CRIMINOLOGY 245, 245 (1938).

62 See Sweeten, supra note 60, at 535-37.

63 See, e.g., Peter H. Rossi et al., The Seriousness of Crimes: Normative Structure and
Individual Differences, 39 AM. Soc. Rev. 224, 225 (1974) (“The most extensive previous
treatment measuring crime seriousness is the pioneering work of Sellin and Wolfgang™);
Stylianou, supra note 60, at 37 (“The study of perceptions of crime seriousness was introduced
by Sellin and Wolfgang.”).

64 THORSTEN SELLIN & MARVIN E. WOLFGANG, THE MEASUREMENT OF DELINQUENCY 1
(1964).

% |d. at 6.

66 1d. at 241-58.

67 See generally, e.g., Monica A. Walker, Measuring the Seriousness of Crimes, 18 BRIT.
J. CRIMINOLOGY 348 (1978) (extending Sellin & Wolfgang’s work to a general population
sample and confirming consistency of results across multiple methods); Peter H. Rossi et al.,
supra note 63, at 224 (surveying households in Baltimore to obtain ratings of a set of 140
crimes).
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The firs